
1

s COVID-19 spreads across the globe, 

employers must act quickly while 

continuing to comply with applicable 

employment laws and the evolving 

guidance put forth by various government 

agencies. Below are some of the main issues 

facing employers and guidance on what 

employers can and cannot do.

Potentially infected employees
If an employee exhibits flu-like symptoms 

while at work, employers are permitted to ask 

them to seek medical attention. Employers can 

ask employees to get tested for COVID-19 as 

long as the employee’s condition could pose 

a “direct threat” to the workforce, defined as 

a “significant risk of substantial harm to the 

health and safety of the individual or others that 

cannot be eliminated or reduced by reasonable 

accommodation.” Moreover, according to 

guidance set forth by the Equal Employment 

Opportunity Commission (“EEOC”), an employer 

may require symptomatic employees to go 

home without violating the Americans with 

Disabilities Act (“ADA”). If an employee tests 

positive for COVID-19, employers are expected 

to send home all employees who were in close 

contact (within six feet) with that employee for 

a 14-day self-monitoring period to help prevent 

the spread of the infection. The employer should 

then inform other employees in the same work 

location or facility of this potential exposure to 

the virus in the workplace.

Discrimination and harassment issues
Employers should ensure the confidentiality 

of employee medical information to prevent 

discrimination and harassment against 

employees exhibiting symptoms. All practices 

and policies regarding COVID-19 must be 

uniformly applied to avoid the risk of employee 

discrimination claims (i.e., employers should 

not treat employees differently based on their 

ethnicity, national origin, disability, age or any 

other protected class).

Wage and hour issues
The Fair Labor Standards Act (“FLSA”) generally 

does not require an employer to pay employees 

who are not working. Exempt employees (i.e., 

certain executive, professional and administrative 

employees who are exempt from the overtime 

pay requirements), however, must ordinarily be 

paid their full weekly salary if they work during 

any portion of the workweek. Employers could 

also be obligated to keep paying employees 

because of an underlying employment contract 

or collective bargaining agreement.

Remote work
The EEOC has advised that telework is an 

appropriate infection-control strategy. An 

employer can choose to implement a remote 

work period to assist in the effort to slow the 

spread of COVID-19. If employers decide to 

leverage their remote work capabilities, they 

should prepare policies concerning the providing 

and appropriate use of computers and other 

items necessary to work remotely. One area 

to focus on is the protection of confidential or 

sensitive information.

Employee leave
Employers can require that employees take 

available sick or paid leave for absences related 

to COVID-19. The CDC advises employers to 

review current policies and to “ensure that [ ] 

sick leave policies are flexible and consistent 

with public guidance and that employees 

are aware of these policies.” For quarantined 

employees who cannot perform their jobs 

remotely, employers may consider an extension 

of paid leave benefits.

Employees may be eligible for short-term 

disability leave if they are diagnosed with 

COVID-19 and are sick and unable to perform the 

major duties of their job due to the sickness.

If an employee’s symptoms rise to a serious 

medical condition that renders the employee 

unable to work, that employee may be eligible 

for unpaid leave under the Family and Medical 

Leave Act (“FMLA”). Employees caring for 

a qualifying family member with COVID-19 

who meet the criteria under FMLA may also 

be permitted to take such protected leave. 

Employees who refuse to come to work due 

to fear of contracting COVID-19 are likely not 

eligible for FMLA leave. Similarly, the New York 

Paid Family Leave Act provides employees with 

up to 10 weeks of paid leave to care for a family 

member with a serious health condition. This 

leave cannot be used for the employee’s own 

health condition.

On March 14, 2020, the U.S. House of 

Representatives passed the Families First 

Coronavirus Response Act which has the 

support of President Trump. Assuming this 

act, or something similar, is passed by 

the senate, several provisions will affect 

employers. The act includes three separate 

provisions relating to employee absences due 

to COVID-19 — a temporary expansion of the 

FMLA, including providing for paid FMLA leave, 

a new federal paid sick leave law and expanded 

unemployment insurance benefits.

Health plan design
Sponsors of health plans can amend their plans 

to provide new eligibility rules and/or benefits in 

response to the COVID-19 outbreak. For example, 

the IRS recently issued guidance permitting 

high deductible health plans (“HDHPs”) to 

provide benefits associated with the testing and 

treatment of COVID-19 without a deductible or 

with a deductible that is lower than the one that 

would normally apply under the plan.

Plan sponsors may also elect to amend their 

plans to waive copays and co-insurance for 

COVID-19 testing. In New York, for example, 

insurance carriers for fully-insured health 

plans must waive cost sharing for COVID-19 

testing as well any emergency room, urgent 
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care and office visits associated therewith. 

Because this is a state insurance mandate, self-

insured plans are not required to do so.

Plan sponsors should also review their plans’ 

eligibility terms to make sure the rules are not 

unintentionally exclusionary. For example, plan 

sponsors may wish to consider amending their 

eligibility rules to ensure employees continue 

to have access to their health plan coverage 

throughout any potential quarantine time. 

In addition, plan sponsors should ensure that 

any new class of individual they may hire (e.g., 

temporary employees) to fill work-related gaps 

during the COVID-19 outbreak are receiving the 

appropriate coverage required under the terms 

of the plan and applicable law.

Finally, plan sponsors should ensure that 

plan documents, including summary plan 

descriptions and summaries of benefits and 

coverage, are easily accessible to all participants 

who may be working remotely.

HIPAA privacy considerations
The Office for Civil Rights at the U.S. Department 

of Health and Human Services issued a bulletin 

to remind covered entities and business 

associates of their obligations with respect 

to individuals’ protected health information 

(“PHI”) under HIPAA’s Privacy Rule (“Privacy 

Rule”). The bulletin outlines the limited 

circumstances when PHI may be disclosed under 

the Privacy Rule during the COVID-19 outbreak.

Under the Privacy Rule, covered entities and 

business associates may disclose PHI, without 

a person’s individual HIPAA authorization, in 

limited circumstances including:

•  As necessary to treat the patient or a different 

patient;

•  To a public health authority, such as the CDC 

or a state health department, that is legally 

authorized to collect such information;

•  To an affected individual’s family members, 

relatives, friends or other people identified by 

the individual as involved in his or her care; 

and

•  To lessen or prevent a serious or imminent 

threat to the health and safety of a person or 

the general public.

Even if a disclosure of PHI is permitted under 

HIPAA, a covered entity or business associate 

must take reasonable steps to ensure that the 

information disclosed is limited to the minimum 

amount necessary to accomplish the purpose of 

the disclosure. Disclosures to the media or the 

general public about a specific individual with 

COVID-19 or his or her test results or treatment 

are generally prohibited without the individual’s 

written authorization. Different rules apply if 

the individual is incapacitated or unconscious 

and cannot give his or her authorization. While 

HIPAA does not apply to many employers, 

because they are not covered entities or 

business associates, maintaining confidentiality 

of employee health information is also required 

under the ADA and various state privacy 

protection laws.

Osha and workplace safety issues
Under the Occupational Safety and Health 

Act (“OSHA”), employers have a general duty 

to provide a safe and healthy workplace for 

their employees. OSHA recently published 

guidance (https://www.osha.gov/Publications/

OSHA3990.pdf) which outlines some of the 

steps employers can take to help maintain 

a healthy work environment, protect their 

workforce and comply with the law. The OSHA 

guidance recommends that employers develop 

an infectious disease preparedness and response 

plan, if one is not already in place. OSHA 

further advises that employers implement basic 

infection prevention measures.

COVID-19 is an unprecedented situation and 

guidance is being issued and evolving daily. 

Employers should continue to monitor all CDC 

and other government communications on a 

daily basis and should keep in touch with their 

workforce through regular communications. THFJ

March 2020

October 2018

2

2

aggregate client orders while accommodating 

differing arrangements regarding the payment 

for research that will be required under MiFID 

II. After MiFID II goes into effect, some clients 

within a given aggregated order may pay 

total transaction costs that include the cost 

of execution as well as research services, 

while other clients may pay different amounts 

in connection with the same order (i.e., for 

execution only) because of varying research 

arrangements or because the investment adviser 

elected to pay part or all of the research expenses 

for such clients with its own funds. 

This no-action letter allows investment advisers 

to continue to aggregate client orders while 

accommodating differing research payment 

arrangements, provided that:

•  The investment adviser implements procedures 

designed to prevent any account from 

being systematically disadvantaged by the 

aggregation of orders; and 

•  Each client in an aggregated order will continue 

to pay/receive the same average price for the 

purchase or sale of the underlying security and 

will pay the same amount for execution.

Division of Trading and Markets No-
Action Relief
The third no-action letter4 allows an investment 

adviser that pays for research through an RPA to 

continue to rely on the safe harbor provided by 

Exchange Act Section 28(e) when the investment 

adviser makes payments for research to an 

executing broker out of client assets — alongside 

payments to the executing broker for execution 

— with the research payments credited to an RPA 

administered either by the executing broker or 

a third-party administrator. This no-action relief, 

however, will only apply if the following four 

conditions are satisfied:

•  The asset manager makes payments to the 

executing broker-dealer out of client assets for 

research alongside payments through an RPA to 

that executing broker-dealer for execution;

Implications
While the steps taken by the SEC no doubt 

temporarily reduce the burden on US broker-

dealers and asset managers of complying 

with MiFID II, preserve investor access 

to research, and accommodate the EU’s 

changes without materially altering the US 

regulatory approach, it remains to be seen 

whether this interim approach to addressing 

conflicting US and EU requirements will be 

viable in the long run. 

In addition, investment advisers subject 

to SEC regulations that will be directly or 

indirectly covered by MiFID II will have to 

finalize any needed amendments to their 

expense review and allocation policies to 

confirm that they satisfy MiFID II as well as 

the new conditions and expectations set 

forth by the SEC and European Commission 

guidance. THFJ

October 2017

•  The research payments are for research 

services that are eligible for the safe harbor 

under Exchange Act Section 28(e);

•  The executing broker-dealer effects the 

securities transaction for purposes of 

Exchange Act Section 28(e); and

•  The executing broker-dealer is legally 

obligated by a contract with the asset 

manager to pay for research through use of 

an RPA.

European Commission Views
In a coordinated action, the European 

Commission published FAQ guidance addressing 

two concerns surrounding the application of 

MiFID II to EU asset managers and non-EU 

managers contractually required to comply 

with MiFID II unbundling rules (“Third-Country 

Delegates”) when they obtain research from 

third-country (i.e., US and other non-EU) broker-

dealers. 

The European Commission issued the following 

welcome clarifications:

•  EU managers and Third-Country Delegates 

may continue making combined payments for 

research and execution as a single commission 

to third-country broker-dealers, as long as 

the payment attributable to research can 

be identified separately. To this end, EU 

managers and Third-Country Delegates that 

operate an RPA for research payments must 

maintain a clear audit trail of payments 

to research providers and must be able to 

identify the amount spent on research with a 

particular third-country broker-dealer; and 

•  In the absence of a separate research invoice 

from a third-country broker-dealer, the EU 

manager or Third-Country Delegate should 

consult with the broker-dealer or other third 

parties with a view to determining the charge 

attributable to the research. In this case, the 

manager must also ensure that the supply 

of and charges for those benefits or services 

should not be influenced or conditioned by the 

levels of payment for execution services. 

FOOTNOTES

1.  Securities Industry and Financial Markets 
Association (Oct. 26, 2017) [SEC No-Action 
Letter].

2.  Section 202(a)(11)(C) of the Advisers Act 
generally excludes from the investment 
adviser definition any broker or dealer who 
performs investment advisory services (i.e., 
who, for compensation, engages in the 
business of advising others, either directly or 
through publications or writings, as to the 
value of securities or as to the advisability of 
investing in, purchasing, or selling securities, 
or who, for compensation and as part of 
a regular business, issues or promulgates 
analyses or reports concerning securities) and 
whose performance of such services is solely 
incidental to the conduct of his business as a 
broker or dealer and who receives no special 
compensation therefor.

3.  Investment Company Institute (Oct. 26, 
2017) [SEC No-Action Letter].

4.  Asset Management Group of the Securities 
Industry and Financial Markets Association 
(Oct. 26, 2017) [SEC No-Action Letter].

FOOTNOTES

[1]  Available here, https://www.sec.gov/litigation/complaints/2018/

comp-pr2018-190.pdf.

[2]  On July 27, 2018, Ligand was sued for $3.8 billion by investors in 

eight funds. This followed multiple class-action lawsuits, alleging 

securities fraud, filed against Ligand beginning in 2016.

[3] 15 U.S.C. § 78j(b).

[4]  17 C.F.R. § 240.10b-5(a)-(c). Rule 10b-5(a), (b) and (c) prohibits any 

act or omission resulting in fraud or deceit in connection with the 

purchase or sale of any security.

[5] 15 U.S.C. § 80b-6(4).

[6]  17 C.F.R. § 275.206(4)-8. Section 206(4) of the Advisers Act prohibits 

an investment adviser from, directly or indirectly, engaging in any 

act, practice, or course of business that is fraudulent, deceptive, or 

manipulative. Rule 206(4)-8(a)(1) prohibits an adviser to a pooled 

investment vehicle from making any untrue statement of a material 

fact or omitting to state a material fact necessary to make the 

statements made, in the light of the circumstances under which they 

were made, not misleading, to any investor or prospective investor in 

the pooled vehicle.

[7]  Investor alert available here, https://www.investor.gov/additional-

resources/news-alerts/alerts-bulletins/updated-investor-alert-

social-media-investing-0. See also SEC v. Craig, where the defendant 

manipulated the share price of two publicly traded companies by 

tweeting false and misleading information. Available here, https://

www.sec.gov/news/pressrelease/2015-254.html. See also SEC 

v. McKeown and Ryan, where the defendants used their website, 

Facebook and Twitter to pump up the stock of microcap companies 

and later profited by selling the shares of those companies. Available 

here, https://www.sec.gov/litigation/litreleases/2010/lr21580.htm.

[8]  Available here, https://www.fbo.gov/index.php?s=opportunity&

mode=form&id=cb35eb83b39b56d47aa531bd800dfcac&tab=co

re&_cview=0.


